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L3 Telemetry & RF Products Adds New NSA-Certified Crypto Communications Solution to Its Secure Products Portfolio

SAN DIEGO, April 8, 2019 – L3 Telemetry & RF Products (L3 T&RF) has expanded its family of NSA-certified solutions with the release of the KI-700 crypto product.

The KI-700 is an integrated AES-256-based encryption and decryption unit that provides secure uplink and downlink protection for satellite command, telemetry, crosslink and payload communications links. The KI-700 is certified by NSA to protect U.S. government Top Secret and Below (TSAB) data and can additionally be used to secure the command and telemetry links for foreign and domestic commercial satellites seeking compliance with Committee on National Security Systems (CNSS) Policy No. 12.

“We are delighted with this latest addition to our growing portfolio of Information Assurance solutions,” said James Yates, Vice President of Business Development for L3 T&RF. “We started this product development to address a critical gap in available solutions, and as the need for protected crosslinks and higher data downlinks increases, the market need for the KI-700 is evident.”

With headquarters in New York City and approximately 31,000 employees worldwide, L3 develops advanced defense technologies and commercial solutions in pilot training, aviation security, night vision and EO/IR, weapons, maritime systems and space. The company reported 2018 sales of $10.2 billion. To learn more about L3, please visit the company’s website at www.L3T.com.

Safe Harbor Statement Under the Private Securities Litigation Reform Act of 1995
Except for historical information contained herein, the matters set forth in this news release are forward-looking statements. Statements that are predictive in nature, that depend upon or refer to events or conditions or that include words such as “expects,” “anticipates,” “intends,” “plans,” “believes,” “estimates,” “will,” “could” and similar expressions are forward-looking statements. The forward-looking statements set forth above involve a number of risks and uncertainties that could cause actual results to differ materially from any such statement, including the risks and uncertainties discussed in the company’s Safe Harbor Compliance Statement for Forward-Looking Statements included in the company’s recent filings, including Forms 10-K and 10-Q, with the Securities and Exchange Commission. The forward-looking statements speak only as of the date made, and the company undertakes no obligation to update these forward-looking statements.
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